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Abstract— Wireless Sensor Network (WSN) consist of large number of sensor node after deployment these sensor nodes can be captured by the attackers to avoid this many authentication scheme has been developed. Our scheme is based on Elliptic Curve Cryptography (ECC) which provides message source privacy and prevents unauthorized person and corrupted packet from being circulated in the network. It saves the precious sensor energy and every forwarder in the routing path should be able to verify the authenticity of the message upon reception.

Index Terms—Authentication, source privacy, ECC, WSN.

I. INTRODUCTION

Authentication is a kind of acknowledgment from the controlling factor. In private and public computer networks authentication is commonly done through the use of log on password. Authentication [1] is the process of providing ones identity to someone else. Key management and handling of the pieces of secret information is generally referred to as key management. In our scheme the keys for the nodes which are deployed in the sensor network has been stored in the SS. The nodes which take part in the active transmission get the key for transmission from the security server .The SS will never be compromised. The existing method is based threshold based secret sharing i.e. when the number of transmission is lesser then the threshold value [2] the message is transmitted When the number of transmission is larger than the threshold value the message is completely broken this is the disadvantage of the method . Our proposed method is based on Modified ELGamal Signature based Elliptic Curve Cryptography (ECC). Is used for Authentication generation and Source Anonymous message authentication is used authentication verification. Our scheme provides unlimited message transmission without the threshold problem. It is used to prevent adaptive chosen message attacks it saves the precious sensor energy power. Since the keys are pre distributed in the SS delay is less during the data transmission the nodes get their key from the security server. SS will never be compromised. Each node which takes parts in the transmission has to be registered in the SS.

II. SYSTEM MODEL

Wireless Sensor Network (WSN) consists of large number of sensor node after deployment the sensor node may be captured and compromised by the attackers. A SS is responsible for storage, generation of security parameter. SS will never be compromised.

III. ELLIPTIC CURVE CRYPTOGRAPHY

Elliptic curve cryptography [3][4][5]is used for polynomial function generation which is used for key generation which is then used to encrypt and decrypt the message .ELGamal is used for encrypt and decrypting the message. If we choose any two points in the circle we get two similar opponents key which is not much efficient .If we choose any two points in the ellipse we get different opponent key therefore the security is increased. Equation of ellipse is

\[ E = 4A + 27B^2 + K = 0 \]

Where A and B are any two point on the ellipse .The polynomial equation of ellipse is used for key generation.

IV. MODIFIED ELGAMAL SIGNATURE SCHEME (MES)

The modified ELGamal signature [6] scheme consist key generation, signature algorithm, verification algorithm

Key generation: It consist of prime key, generator this key is used for encryption and decryption. The key generation equation is

\[ y = g^x \mod p \]

Where x is a public random number. P is the prime number; g is the range of the prime number.

Signature algorithm: It is used for signature generation the signature algorithm the equation is

\[ s = r x h(m, r) + k \mod p - 1 \]

Where \( r = g^k \), where h is the one way hash function. Hash is defined as the exponential of the polynomial where k= zp-1 where zp is the range of the prime number.

Key generation and signature algorithm is used in the sender side for encrypting the data.

Verification algorithm: It is used to verify whether the sent key and the received key are same if they are same the data is viewed. The sender and receiver can only view the message other intermediate node can only forward the message. The key size depend upon the size of data

\[ g^s = r y^{h(m, r)} \]

Thus the sender side encrypts the message and the receiver side decrypts the message.
V. SOURCE ANONYMOUS MESSAGE AUTHENTICATION (SAMA)

Source Anonymous Message Authentication consist of the following steps

Key generation: The key is generated along with the data ELGamal is used for key generation [6][7] since the key is generated before the data transmission the delay is less in this scheme. For a data to be transmitted the nodes get their key from the SS. Data + Anonymous message. The key size depend upon the size of data.

Key verification: Public key of the nodes which take part in the active transmission has to be registered in the SS. For every transmission the nodes interrogate with the SS whether the nodes which take part in the active transmission has been registered in the SS.

Sender Ambiguity: The sender Ambiguity is \( \frac{1}{n} \). Where \( n \) is the no of nodes in the AS. Ambiguity Set (AS) is the verified set (i.e.) the node which is registered in the SS take part in the active transmission this set of nodes are called as AS. Before a source node starts the data transmission it gets the public key of the nodes from the SS. This set of nodes are called as AS.

Unforgeability: \( n \notin AS \) the node which has been registered in the SS has to take part in the transmission other node does not take part in the transmission. Thus the identity of the source nodes is not revealed.

VI. SOURCE ANONYMOUS MESSAGE AUTHENTICATION ON ELLIPTICAL CURVE

Source privacy[8][9] means the identity of the source is revealed only to the destination node containing the private key. Other intermediate node only partial information is revealed therefore source privacy is achieved. The main objective of the project is to achieve max security level this is achieved by the SAMA on the elliptical curve.

\[ k_i + \sum_{i=1}^{t} k_i + r_d h_i \mid n \mid \] is the equation of SAMA on elliptical curve. Where \( t \) is the number of transmission, where \( k \) is the range of the generator, \( h \) is the hash function, and \( d \) is the data which is transmitted. The disadvantage of the project is since \( i \neq t \) extra transmission is required after the transmission of the message. Thus different opponent key is generated using the ellipse and ellipse cover larger distance if we use full ellipse then the equation of the ellipse is

\[ r = x_n \mid n \mid \] Where \( n \) is the position of the prime key generator.

VII. SOURCE ANONYMOUS MESSAGE AUTHENTICATION VERIFICATION ALGORITHM

The verification algorithm [10] is used to verify the signature of the sender and the destination node are same. All the nodes which take part in the active transmission could not able to verify the message. Only the source node and the destination node which carry the private key can view the message. Other intermediate node can forward the message.

The verification equation of the SAMA is

\[ sG - rhaQa \mod n \] where \( s \) is the signature algorithm where \( s = rxh(m, r) + k \mid p - 1 \mid \). where \( r = g \).Qa is the public key which is stored in the SS, where \( h \) is the elliptic curve hash function \( E = 4A^3 + 27B^2 + K = 0 \) thus the SS will never be compromised.

VIII. ADVANTAGE OF THE SYSTEM

The advantage of this scheme is security level is high since two different opponent key
- The time taken for encryption and decryption of the message is less
- In scheme Max number of connection served per unit time is very high
- The Data flow rate is of this scheme is high

These are some of the advantage of this scheme.

IX. SIMULATION RESULT

The fig illustrates the generation of hash function and the total number of nodes deployed in the network. The nodes which take part in the active transmission have to be registered in the SS. The SS will never be compromised. The total no of nodes deployed in the WSN is 50.
The fig illustrates the data transfer in the WSN. The data is transmitted along with the key by the source node. Other intermediate nodes in the WSN can only forward the message using the public key which is stored in the SS. All the nodes which take part in the transmission have to be registered in the SS.

X. CONCLUSION

Thus system provides maximum security with minimum energy. Mover over the delay is also less when compared to the other system thus Source Anonymous message authentication on elliptic curve provides maximum security with minimum energy.
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